
Secure, fast 
and resilient

WAN.

As organisations increasingly require and depend on cloud-based 

applications, secure and reliable connectivity is more important than 

ever. This is made even more critical by the growth of an expanding 

remote workforce. The most effective solution is to switch from a 

traditional Wide-Area Network (WAN) setup to Software-Defined (SD-

WAN) architectures.

Fortinet’s Security-driven Networking strategy makes the adaption 

of SD-WAN seamless. It tightly integrates an organisation’s network 

infrastructure and security architecture, enabling networks to transform 

at scale without compromising security. Being the world’s only ASIC-

accelerated SD-WAN, Fortinet Secure SD-WAN serves to deliver the 

quality, efficiency, and security that your organisation’s network needs.
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FEATURE SUMMARY

SD-WAN Solution

Product Spotlight
FortiGate/FortiWiFi 60F Series

Integrated Security
Transform multisite networks in to cost-effective, scalable 
and secure private WANs. Privatise each network, build site-
to-multi-site routing groups, and centralise firewalls. Whether 
Site-to-Site or Site-to-Multi-site, protect your data and secure 
communications using DTLS in three cipher strengths. Add 
additional ciphers to suit your needs.

Fortinet Fortigate 60F  a brilliant SD-WAN Solution.

Multiple Connections
Combine the bandwidth of multiple Internet connections into 
a single, virtual one. By aggregating bandwidth, single sessions 
can use virtually all the available, combined bandwidth. Bring 
an unlimited number of ISPs, connections, and rules into one 
powerful WAN, allowing cost-effective ways of achieving 
Internet bandwidth requirements.

Network Resilience
Ensure that your business stays up and running. Make your 
network resilient by seamlessly failing over if a link fails or 
deteriorates. Combine several ISPs to protect from an ISP-wide 
outage, and failover to 4G/LTE backup to ensure connection 
continuity in the event of hard-line failure.

Enhanced Performance
Intuitive administration features and controls help deliver a 
rich user experience: with features like self-healing capabilities, 
cloud on-ramp for efficient SaaS adoption, and enhanced 
granular analytics for end-to-end visibility and control.
Ensure clear and quality voice and video with End-to-End 
Quality of Service. Add customisable, bi-direction QoS profiles 
that intelligently prioritise important connections.

The FortiGate/FortiWiFi 60F series provides 
a fast and secure SD-WAN solution in a 
compact fanless desktop form factor for 
enterprise branch offices and mid-sized 
businesses. Protects against cyber threats 
with system-on-a-chip acceleration and 
industry-leading secure SDWAN in a simple, 
affordable, and easy to deploy solution. 
Fortinet’s Security-Driven Networking 
approach provides tight integration of the 
network to the new generation of security.

• Next Generation Forewall (NGFW)

• Secure SD-WAN

• 3G/4G WAN Connectivity (optional)

• Compact and Reliable Form Factor

• Secure Access Layer

• Fortinet Security Fabric

• FortiOS™ Operating  System

• FortiGuard Security Services for real-

time threat intelligence

• FortiCare Services 
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